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Web Servers 
Supported 

OS/Platforms 
Supported 

Data Stores 
Supported 

Compatible  
3rd Party Software 

Pricing Model 

RSA Security  
Federated Identity Manager 
v2.5LA 
 
 
Contact Daniel Miller at           
damiller@rsasecurity.com

• Microsoft IIS 5,6 
• BEA WLS 7.0, 

8.1SP2,SP4 
• Apache 1.3, 2.0 
• IBM HTTP 
• Others through the 

RSA ClearTrust Access 
Manager product   

 

• Microsoft Windows 
2000 SP3 and SP4 

• Sun Solaris 8 
• Red Hat Linux 2.1 AS 

and ES 
• Microsoft Windows 

2003 
 

• iPlanet Directory Server 5.1 
• Active Directory (Windows) 
• BEA WebLogic Server 

Embedded 
• RSA FIM supports all 

RDMBS through the plug-in 
extension framework 

• Other directories not listed 
above supported through the 
plug-in extension framework.  

 

• DataPower XS 40 XML 
Security Gateway 

• Juniper Networks 
Netscreen RA-500 

• Juniper Networks 
Netscreen SA-1000 

• Juniper Networks 
Netscreen SA-3000 

• Juniper Networks 
Netscreen SA-5000 

• Ping Identity Corporation 
– PingFederate 

• SAP – SAP Enterprise 
Portal 

• SAP – NetWeaver 
• Sun Microsystems – Sun 

Java System Identity 
Server 

• Sun Microsystems – Sun 
Java System Portal 
Server 

• Westbridge Technologies 
– XML Message Server 
(XMS) 

Pricing models are per 
connection, per server 
and enterprise 
licensing 
 

 
  

All information in this data sheet was provided solely by the product vendors.  The E-Authentication Interoperability Lab has not verified any of the claims made by the vendors in 
this data sheet.  This data sheet is provided to you for informational purposes only, to assist you with your procurement due diligence.  Please contact the vendors directly with 
your questions.   

http://www.rsasecurity.com/rsasecuritysolutions/iam/

